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ITEM 7 POLICY REVIEW:  USE OF CONFIDENTIAL INFORMATION  
  
The proper use of Council information is a requirement for all Council officials under Council’s Codes of 
Conduct. This report recommends the adoption by Council of the reviewed Use of Confidential 
Information Policy.  

The Independent Commission Against Corruption (the ICAC) recommends that agencies (including 
councils) introduce policy and procedures for the management of confidential information. The purpose 
is to manage the risks of potential corrupt conduct by the release of confidential information to individuals 
not entitled to view it. These risks include financial, functional and reputational costs. 
 

RECOMMENDATION 

The Use of Confidential Information Council Policy be adopted. 
 

REPORT AUTHORISATIONS 

Report of: Kylee Cowgill, Manager Governance and Information  
Authorised by: Kerry Hunt, Director Corporate and Community Services - Creative, Engaged and 

Innovative City (Acting)  

ATTACHMENTS 

1  Draft Use of Confidential Information policy 
  

 

BACKGROUND 

The improper use of confidential information can constitute corrupt conduct as defined by the 
Independent Commission Against Corruption Act 1988. It is therefore considered essential that Council 
develop and promote policies relating to the use of confidential information to manage such risks. 

The Use of Confidential Information Policy was first developed and adopted in 2008 by the Executive 
Management Committee as a management policy. It sits within the Codes of Conduct suite of policies, 
underpinning and supporting the requirements of the Codes and provides information and guidance in 
relation to the proper use of Council information. 

PROPOSAL 

Following its review it is now recommended that Council adopt the Use of Confidential Information Policy 
as a ‘Council’ policy as it relates to all Council officials.  

This policy relates specifically to information classified as confidential. Council information that is not 
generally considered confidential is subject to the Public Access to Documents and Information held by 
Council Policy.  

Council’s Codes of Conduct state that the release of any Council information must only be undertaken in 
accordance with established Council policies and procedures and in compliance with relevant legislation.  

Other than a change of policy type, no substantial changes have been made or are recommended to the 
policy, with a minor administrative change to provide clarification that contractors are covered by 
Council’s Code of Business Ethics which includes a clause directly relating to confidentiality. 

CONSULTATION AND COMMUNICATION 

This policy was reviewed for consistency with the corruption prevention advice and policy development 
guide issued by the ICAC for the management of confidential information. It was also reviewed to ensure 
it continues to meet the requirements of the Model Code of Conduct issued by the Office of Local 
Government. 

The Executive Management Committee considered the contents of the policy and proposed change in 
policy type, and recommended this policy be submitted to Council for adoption. 
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PLANNING AND POLICY IMPACT 

This report contributes to the delivery of Wollongong 2022 goal “We are a connected and engaged 
community”.  It specifically delivers on the following:  

Community Strategic Plan Delivery Program 2012-2017 Annual Plan 2016-17 

Strategy 5 Year Action Annual Deliverables 

4.4.4  Policies and procedures are 
simplified to ensure 
transparency and efficiency 

4.4.4.1 Ensure policies and 
procedures are regularly 
reviewed, updated and 
promoted 

Ensure the implementation of 
mitigation strategies for all 
fraud/corruption risks identified with 
immediate focus on the very high/high 
rated risks. 

  Conduct rolling review of Council’s 
policy register. 

 

RISK ASSESSMENT 

Council’s Corporate Risk Register identifies Fraud, corruption or maladministration events, Inadequate IT 
security and Failure to manage, maintain or monitor compliance with policies as corporate risks to be 
proactively managed. 

CONCLUSION 

The Use of Confidential Information Policy is consistent with the objectives of the Codes of Conduct and 
the ICAC’s policy development guide for policies governing the use of confidential information. 
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